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1	Discussion
In the NWM discussion for Key Issue#3, the following questions were asked in Round 2:  
	  1. In round 2, ask for company opinions on exposing authentication results, whether a user is active, and linked subscriptions. 



In this discussion paper, we analyse the use cases and scenarios for exposing each of these user identify profile information outside of 5GC. 
For exposure of information from 5GC, the recipient is an Application Function. There could be two different classes of AFs in the context of User Identity profile exposure. Any third party AF which has interest in the user identity profile because a user is accessing application services using a user identifier from that user identity profile. The second type is an AF that is responsible for managing the user identity profile in the MNO domain.    
Authentication Results: The mechanism for authenticating the User Identifier is up to SA3 definition. This may be happening within the UE, or between the UE and an external AAA server. It can be assumed that 5GC is made aware of the result of this procedure. The result of this procedure tells 5GC whether the user holds the credentials for the user identifier indicated as active for this subscription at this time (e.g., user has logged-in to the UE). There are some proposals to expose results of last ‘N’ authentication procedures. Clearly this is not an information that has to be exposed proactively to “any” AF. For administrative purposes the AF responsible for this user identifier might need this information but it has to be part of user identity profile management service APIs. 
Observation 1: Historical data of user identifier authentication results are not needed in NEF exposure API.
Linked subscription: This piece of information from the User Identity profile tells the recipient which subscriptions are linked to this user identifier or alternatively which user identifiers are linked to this subscription. In either way, this is not an information to be exposed to “any AF”. For the AF responsible for managing user identity profile, this information can be obtained as part of management service APIs.   
Observation 2: Information about linked subscriptions for a user identifier need not be included in NEF exposure API. 
Whether a User is active: This scenario assumes that 5GC is aware of whether a user identifier is marked as “active” for a subscription. This could be the result of an authentication procedure that has happened outside the 5GS. A third party AF may request 5GC to verify that a given user identifier and a subscription identifier has the status “active” in the 5GC. The AF can invoke this service only when it knows the user identifier and the subscription identifier that user has presented to it (e.g., over application layer signalling). 
Observation 3: Information available within 5GC on whether a user identifier is active for a subscription can be provided in a NEF exposure API.  
Proposal 1: It is proposed that SA2 agrees on exposure APIs only to expose verification result of whether a user identifier is active for a subscription.  
2	Proposal
Proposal 1: It is proposed that SA2 agrees on exposure APIs only to expose verification result of whether a user identifier is active for a subscription.  
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